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Working with 
parents/carers after
online safety incidents
An eSafety professional learning 
presentation for schools

If anything in this presentation causes distress, 
you are free to leave the room and follow up with 
the appropriate supervisor or support service.
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Setting the context
• It can be difficult for parents to know what to do 

after they have been made aware of an incident.

• This doesn’t change whether their child has been 
the target, a bystander or the instigator. 

• Emotions can run high and, if an incident is not 
treated with care, things can quickly escalate.
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1. Focus on wellbeing Check in regularly with your child and the contact person at your school. Regardless of whether your child was the 

target, instigator or bystander in the incident, it is likely that they will require emotional support. If your child has 

used technology inappropriately, support them to take responsibility for their actions and give them ideas to resolve 

the issue.
 
If you feel your child is in immediate danger or at risk of harm, call Triple Zero (000) and stay with them until they are 

safe. Seek professional help if your child is distressed or shows changes in behaviour or moods, remembering that 

organisations such as Kids’ Helpline and Beyond Blue can help. Maintain contact with the school so you can work 

together to support your child. 
2. Communicate with the school Make a list of questions that you want to discuss with your child’s school and use this to guide conversation. Check if 

your child has questions as well, or if they have any ideas on how to resolve the issue or repair the harm. 

Throughout the process it is important that communications with your child’s school are calm and positive, 

focussing on addressing the issues and supporting your child. You might like to ask the school to watch out for 

concerning behaviours.

Keep in regular contact with the school, making set times to meet with your child's teacher, school counsellor and, if 

needed, the principal or school wellbeing or leadership team.3. Access support
Your child’s school and their GP or health professional can provide support. Draw on your own support network too, 

and make sure to seek help for yourself if you need it. The eSafety website includes a list of counselling and support 

services that can help anyone involved in an online safety incident. This list can be filtered by audience (including 

parents), the type of support required, issue and state/territory. 4. Upskill
eSafety has a range of information for Parents and Carers including skills and advice to help you talk to your child 

about online safety issues including cyberbullying, online pornography, sending nudes and online gaming.

My child is involved in an online safety incident — what can I do?

As a parent or carer, you know your child better than anyone and have the best opportunity to guide them to 

have positive online experiences. If your child has been involved in an online incident (as a target, instigator or 

bystander), it is important that you work together with the school to provide your child with the support they 

need. It can be distressing to learn that your child is being cyberbullied, has been exposed to inappropriate 

content or is using technology inappropriately but it is important to focus on their wellbeing. It’s best to not 

engage with the incident online — instead, stay calm, positive and focused on finding solutions.

When an online safety incident occurs, school staff will work through an incident response procedure, which is 

underpinned by school policies, education department/sector guidelines (if applicable) or eSafety advice. Ask 

your school for a copy of the procedure and familiarise yourself with the response steps. If you have an issue 

with the school, make sure that you raise it through the appropriate complaint procedures. 
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Tips for parents/carers  

after an online safety incident

eSafety Toolkit for Schools

Creating safer online environments

Disclaimer: This material is general in nature. It is made available on the understanding that the Commonwealth is not engaged in rendering professional advice. Before 

relying on the material in any matter, you should carefully evaluate its accuracy, currency, completeness and relevance for your purposes and should obtain any appropriate 

professional advice relevant to your particular circumstances. The Commonwealth does not guarantee, and accepts no legal liability whatsoever arising from or connected to, 

the accuracy, reliability, currency or completeness of any material contained in this resource or on any linked site. References to other organisations or websites are inserted 

for convenience and do not constitute endorsement.

This resource is for schools to provide to parents/carers to help maintain positive relationships following an 

online safety incident. Along with this information, schools are encouraged to provide parents/carers with clear 

links to their complaints handling procedures.
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Activity
• Each group has a scenario card that explains an 

online safety incident. 

• Discuss possible answers to the questions for  
the scenario.

• Groups will then present findings and share 
some tips and strategies. 

• Use the eSafety resources to guide 
your response. 
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Secondary scenario 3Ava approaches you five minutes after the bell on 
Friday to tell you that someone has uploaded a 
photo to a group chat. It appears to be her face 
on a nude body. She is distraught and adamant 
that the images are not her — they have been 
photoshopped. Ava’s parents are quite strict and she 

is worried about their reaction. Relevant eSafety Toolkit resources: 
 • Respond 1: Online incident assessment tool
 •  Respond 2: Quick reference guides to online 

safety incidents •  Respond 4: Guide to responding to the sharing of 
explicit material •  Respond 6: Tips for supporting students involved 

in an online incident •  Respond 7: Tips for parents/carers after an online 
safety incident

 • Respond 9: Post-incident checklist

Secondary scenario 2Sam’s nude/sexual image is taken and shared on 
a website. Sam only shared it with his girlfriend 
Jessie, but that relationship ended and Jessie 
shared the image 
Relevant eSafety Toolkit resources: 
 • Respond 1: Online incident assessment tool
 •  Respond 2: Quick reference guides to online 

safety incidents •  Respond 4: Guide to responding to the sharing of 
explicit material •  Respond 6: Tips for supporting students involved 

in an online incident • Respond 9: Post-incident checklist

Secondary scenario 4Jun discloses that he has seen videos on a popular 
social media platform of another student taking 
drugs and looking disoriented while in school 
uniform. The student had been participating in 
dares with a group of friends and this was one of 
the dares.  
Relevant eSafety Toolkit resources: 
 • Respond 1: Online incident assessment tool
 •  Respond 2: Quick reference guides to online 

safety incidents •  Respond 3: Guide to responding to serious online 
safety incidents •  Respond 6: Tips for supporting students involved 

in an online incident •  Respond 7: Tips for parents/carers after an online 
safety incident

 • Respond 9: Post-incident checklist

Secondary scenarios

Secondary scenario 1Charlie makes inappropriate remarks about Yoshi’s 
ethnicity on Yoshi’s social media profile. Yoshi is 
confident and assertive and informs Charlie that the 

behaviour is disrespectful. Yoshi reports the incident 

to the class teacher. Charlie is currently struggling 
with being new to the school and having difficulties 
fitting in. 
Relevant eSafety Toolkit resources: 
 • Respond 1: Online incident assessment tool
 •  Respond 2: Quick reference guides to online 

safety incidents •  Prepare 5: Tips for responding to incidents that 
happen outside school hours
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Responding to online safety incidents  

an eSafety professional learning  

presentation for schools

eSafety Toolkit for Schools

Creating safer online environments

Disclaimer: This material is general in nature. It is made available on the understanding that the Commonwealth is not engaged in rendering professional advice. Before 

relying on the material in any matter, you should carefully evaluate its accuracy, currency, completeness and relevance for your purposes and should obtain any appropriate 

professional advice relevant to your particular circumstances. The Commonwealth does not guarantee, and accepts no legal liability whatsoever arising from or connected to, 

the accuracy, reliability, currency or completeness of any material contained in this resource or on any linked site. References to other organisations or websites are inserted 

for convenience and do not constitute endorsement.

This presentation is designed to help schools deliver online safety professional learning to staff. During the 

session staff work through potential scenarios and develop their own responses to online incidents. 

Suggested solutions have not been included as the approach to resolve the problem presented in each scenario 

will vary depending on context. In formulating a solution, consider whether a strengths-based approach would 

improve outcomes. This approach focuses on enhancing student capabilities and addressing deficits, rather than 

focusing solely on the incident at hand.

Important note
Some of the scenarios may raise issues that should be discussed 
with a school leader, department/sector advisor or legal team.
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How would you work 
with the parents/carers 
in your scenario?

• Should the young person have the opportunity to tell their 
parents themselves? Remember, staff should follow their 
school’s policy and procedures, informing and involving 
parents/carers as soon as reasonably possible, unless there 
is a good reason not to. An example of this is if it puts 
the student at further risk or hampers a possible police 
investigation. 

• Are all parents/carers aware of the school incident and 
complaints reporting procedures?

• Is there an age restriction for the social media service used?

Question 1: 

Things to consider:
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How would you work 
with the parents/carers 
in your scenario?

Responses to Question 1

Our group would… 
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Discussion

• Who agrees? 

• Who would have done something different? Why?

• How would this work in our school?

• If the incident occurred on an app with an age restriction, 
address the wellbeing issues before pointing out that the 
student should not be on the app in the first place. 

• Having a school community engagement plan and developing 
a school charter of commitment to online safety can help to 
encourage safe, responsible and respectful online behaviours 
in your school community. 

• If a child has used technology inappropriately, support them 
to take responsibility for their actions. You can also provide 
ideas to help them resolve the issue.

• Keep parents in the loop to ensure clarity and understanding 
about actions and outcomes.

Things to consider:
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Wrap up
• What have you learnt today?

• Do we need to change any of our processes or policies?

• Do we need more training in this area?

Check out the eSafety website
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